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The costs ofréficial intelligence (Al) and machine learning (Majtinue to riseEnergy costs of building
complex modslhave driven innovationsingalternative hardware platforms lfi@dprogrammable gate
arrap (FPGAs) and tensor processing uiitPUs) As standarccomputeparadigms for AML shift away
from genergburposdabrics sotoo has the discuism on seurityof these systeniReddife costsas a resulthf
dangerousecuritythreatshave spurred researchadversarial machine leatoiweyds securing these
applications and their hardware platfarin this talk, we discuss teecurityisksof deploying ML
applicationsn the cloud and at the edgend presenmethods foisecuring ML applications from various
cyberattack starting from the hardware abstractiaye, up to the ML algathm itself
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